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Audit Records Checklist
In support to the Policy on Records Management and the Guidance on Managing Audit Records at the OAG, find below a checklist to manage and close your audit records.
 
The checklist should be used to make sure that audit records provided to Records Operations are consolidated and complete. This will also ensure compliance with the Document Completion Policies.
Key Steps
Yes
No
I have captured all electronic audit records in TeamMate and / or referenced in TeamMate all other audit records that are saved outside of TeamMate 
(e.g., documents having a security classification above protected B, bearing an original signature, or where the file is too big or not compatible with TeamMate).
I have deleted documents from the “audit product code” in PROxI or re-profiled them to the “Knowledge of Business” file in PROxI.
I have shredded, thrown out, deleted, or returned to the client all material includingpaper, electronic files, and emails      that have not been used to support audit decisions,      that have already been captured in the TeamMate file, or      that will not be used for ongoing knowledge of business in future audit work.
I have finalized the TeamMate file and notified Records Operations by email.
I have organized all paper audit records in one or more binders, clearly identifying on each binder the product code and security classification.
I have completed the form “New Material to be Managed by Records Operations.”
I have provided Records Operations with all paper audit records.
For the Regional Offices:
     - I have placed the paper audit records in the designated records office room; and     - I have sent an email to Records Operations indicating the paper audit records       have been placed in the designated records office room.
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